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1.0 PURPOSE AND SCOPE

This procedure describes the identification of potential risk and risk factors that may impact on the quality and safety of processes 
and product(s). The impact assessments and calculations form the basis of a risk 
mitigation (minimisation) plan used to proactively reduce significant risk to an acceptable level where possible.  Occupational Health and Safety and business related risks are not covered by this procedure.
2.0 REFERENCES / DOCUMENTS

Insert list of referenced documents here
3.0 DEFINITIONS

Refer to the ”Insert:users own Definitions SOP” procedure for definition of common terms and phrases used within the quality system documentation.
4.0 RESPONSIBILITIES
All personnel

· To actively participate in the risk identification, assessment and control processes.
Risk Management Team (Production Manager, Quality Nominee and any other personnel as required)

· To assess identified risk and determine mitigation actions where required.
· To review identified risks after mitigation activities to determine if these activities have been successful.
5.0 EQUIPMENT & MATERIALS

N/A
6.0 PROCEDURE

6.1 The Risk Management Process 
(Adapted from Australian Regulatory Guidelines for Biologicals - Appendix 11 - Risk 


Management,  V1.0 June 2011)














6.2 Risk Assessment

 Risk assessments must begin with a well-defined problem description or a risk question which 
identifies potential or actual failures (Risk Identification). This should be based on existing 
knowledge of the type of product and its intended use or knowledge of processes. Before any 
decision about significant change occurs, the risk assessment process should be carried out to 
predict the outcomes of any potential risks or hazards.
6.2.1 Risk Identification 
6.2.1.1 Initial risk identification must consider all sources of potential risk. This includes the identification of potential risk and risk factors associated with policies, procedures and processes which may impact on the quality and safety of processes and product(s). 
      Consider more specific categories of risk including but not limited to:

	· Collection

· Personnel

· Donors

· Product quality

· Product safety

· Equipment

· Facilities
	· Infrastructure

· Supplier

· Manufacturing

· Storage

· Recipients

· Regulatory

· Materials


6.2.1.2 If an actual or potential risk or hazard is identified, Section 1 of the Risk Assessment form should be completed. Describe the risk in as much detail as possible. E.g. for a (potential) risk or hazard with equipment used in the process, describe the risks or the reason for the hazard.
6.2.1.3 Forward the Risk Assessment Form to the Quality Nominee for consideration at the next Risk Assessment Team meeting (held monthly).  
6.2.2 Risk Analysis


An initial risk analysis should be performed based on existing knowledge of the 
(potential) risks or hazard to determine the level of risk. The Risk Assessment Team must 
review all new Risk Assessment Forms.
6.2.2.1 First check the Risk Register for any duplication of identified risks.
6.2.2.2 Determine the severity of the hazard or risk (failure) based on the consequences should it eventuate, and record the assigned ranking for Severity (S) on the Risk Assessment Form. 
6.2.2.3 Available knowledge should be used to systematically identify and document hazards in the entire life-cycle of any product or process under review. Individual hazards may refer only to a single step in the collection or manufacturing process (e.g. contamination with transmissible virus), or apply over the entire process (e.g. loss of traceability). Consider the following when considering likelihood and impact of the identified risk.
	· Origin (autologous-allogeneic).
· Ability of cells to proliferate and / or differentiate.
· Ability of cells to initiate an immune response (as target or effector).
· Level of cell manipulation (in vitro / ex vivo expansion / activation / differentiation / genetic manipulation / cryo-conservation).
· Mode of administration (e.g. ex vivo perfusion, local or systemic surgery).
· Duration of exposure or culture (short to permanent) or life span of cell.
· Combination product (cells and scaffold)

· The availability of clinical data on or experience with similar products. 
· Potential for contamination by microbes, viruses and agents causing TSE.
	· Loss of activity and integrity of the biological material.
· Loss of traceability of biological material.

· Tumorigenic / oncogenic potential of cells, (when containing introduced vectors).
· Unintended clinical complications.
· Have a potential risk of infectious disease transmission.
· Patients may have immunological compatibility complications.
· If genetically modified, vectors have potential to induce tumorigenicity and oncogenicity.

· May be modified such that their natural function is fundamentally altered (potentially unintentionally).
· May be used in non-homologous manner, which introduces additional risks.


6.2.2.4 Determine the probability of occurrence of the hazard or risk (failure) based on 
the historic data (if available) and record the assigned ranking for Probability of Occurrence (O) on the Risk Assessment Form.
6.2.2.5 Determine the probability of detection of the hazard or risk (failure)) and record the assigned ranking for Probability of Detection (D) on the Risk Assessment Form. 

	
	Risk Factors

	Ranking
	 (S) Severity of Failure (consequence) 
	(O) Probability of Occurrence (historic data)
	(D) Probability of Detection

	High (3)
	Impact of the failure is severe. 
	Occurrence is often, or very probable
	The Failure will almost certainly escape detection

	 Medium (2)
	Impact of the failure is moderate
	Occurrence is periodic
	Controls may detect the failure

	Low (1)
	Impact of the failure is low or none.
	Occurrence is seldom
	Failure is obvious and readily detected


6.2.3 Risk Evaluation

Having carried out a risk analysis to determine the nature and level of risk, risk evaluation 
must be performed to determine which risks are acceptable and which require treatment 
(mitigation).  Evaluation of the risk to quality is based on scientific knowledge, experience 
with the process and ultimately links to the safety of the product. Determine the Risk 
Priority Number for each risk.
Risk Priority Number = Severity (S) x Occurrence (O) x Detection (D)


Section 3 of the Risk Assessment Form provides suggested actions relative to the risk level. 

	RPN
	RISK LEVEL
	ACTIONS

	1-5
	Low or negligible
	No further action required.   

	6-13
	Medium 
	Action required. Conduct a root cause analysis(Section 4) to determine why the risk / hazard occurred. Raise a continuous improvement plan to reduce the risk via the “Insert: Users own Non-conformance/Deviation” system.

	14-27
	High
	Immediate action required to reduce risk. Conduct a root cause analysis (Section 4) to determine why the risk / hazard occurred. Raise a continuous improvement plan to reduce the risk via the “Insert: Users own Non-conformance/Deviation” system.


6.3 Risk Control

 Following the risk evaluation and the determination of whether the current level of risk is acceptable or unacceptable, those that are deemed unacceptable must undergo analysis to determine the possible likely root cause(s) of the failure and to subsequently determine any risk mitigation steps.

6.3.1 Risk Treatment

The Risk Assessment Team must:

6.3.1.1
Having completed a Risk Evaluation for each current identified risk, select, the identified risks with the highest Risk Priority Number and identify the most probable root cause.
6.3.1.2
There are several tools which can be used to determine root causes, 5 Whys, 
Cause and Effect diagrams, failure mode and effects analysis (FMEA) among 
others.  Record all root causes identified in Section 4 of the Risk Assessment 
form. 

6.3.1.3
Where a probable root cause has been identified, initiate a “Insert: Users own Non-conformance/Deviation”  Form to 
determine, document and manage any mitigation activities. The result of the risk 
assessment may be that changes to procedures or equipment are required. 
Record the “Insert: Users own Non-conformance/Deviation”  number on the Risk Assessment Form.
6.3.2 Risk Acceptance

The risk assessment process should only be deemed completed once the risk has 

reached a point at which it is acceptable as determined by the Risk Assessment Team 

and approved by both the Production Manager and Quality Nominee. 
6.3.2.1 Repeat the Risk Analysis (Section 6.2.2) after all control measures are in place and calculate a revised Risk Priority Number.

6.3.2.2 Where residual risk is still significant, a risk / benefit approach must be used and documented to justify its acceptability.
6.3.2.3 Where risk is still unacceptable, alternative materials / sources / processing should be considered and discussed and the risk analysis repeated.
6.4 Risk Register

6.4.1 Complete all the required fields of the Risk Register.

6.5 Review of Risks

6.5.1 At regular intervals corresponding with the Management Review, the entire risk management process and risks identified should be systematically reviewed for changes to;
· Severity (S)
· Probability of Occurrence (O)

· Probability of Detection (D)
6.5.2 Repeat the risk assessment if significant change has occurred indicating the Risk Priority Number may have changed to a higher risk level.
7.0 CHANGE SUMMARY

	N/A New document


8.0 END OF DOCUMENT

RISK MANAGEMENT








RISK ASSESSMENT





Risk Identification


Identify potential risk / hazards (What might go wrong?) 





Risk Treatment


Determine the root cause and implement actions to control the risk. 








Risk Analysis


Estimation of potential risk. What is the probability it will go wrong? What are the consequences?











Risk Evaluation


Is the risk acceptable?





Unacceptable





RISK CONTROL





Risk Acceptance


Re-evaluation of risk to determine residual risk





Acceptable





Risk Review


Review of risk management process and identification of potential increased risk levels 
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