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             Management of Records


1 Purpose

A record is a special kind of document. A record captures information in writing (or electronically), that provides objective evidence of task completion.  

The purpose of this procedure is to define the process for the creation, maintenance, retention, transport and destruction of records and to ensure these records are managed in a manner which complies with the code of Good Manufacturing Practice. Effective management of records is essential to ensure accuracy, authenticity, integrity and traceability of all records, including electronic records. 
2 References

Insert list of referenced documents here

3 Definitions

Insert list of referenced terms and acronyms here

4 Responsibilities

	Responsible person / s
	Responsibility

	All staff
	It is the responsibility of all staff to ensure that the management of records is carried out in accordance with this procedure.

	Quality Manager
	Responsible for authorising destruction of records.


5 General requirements
5.1 In the facility, records are document controlled as ‘Forms’. The form templates must be used when developing forms for use, as per the Document Control Procedure.
5.2 Records are legal documents.
5.3 All records must remain confidential and information must not be divulged to anyone outside of the facility, except to those who may be clinically involved with the use of the product.
5.4 Records are document controlled so that only the latest, current version of the record is available for use, as per the Document Control Procedure. 
6 Record completion

6.1 All staff are accountable for completing records in accordance with this procedure.
6.2 Use only black, or blue pens to record information on records

6.3 Records must be complete, accurate, legible and where applicable, authorised.

6.3.1 Complete – score through any spaces left intentionally blank, or annotate the space with  N/A. Ensure that all tasks have been completed and if required, signed and dated.
6.3.2 Accurate – where an error has been made, correct the record as per 6.9.

6.3.3 Legible – the record must be able to be read and understood by other staff members
6.3.4 Authorised – where tasks require a signature of completion, or where a signature of authorisation is required, signatures must be recorded as per section 7 of this procedure.
6.4 Staff must only sign and date tasks that they have completed. Staff must not sign for completion of a task unless they have been trained and assessed as competent in that task.
6.5 Where documents are received, or held on thermal paper, make a copy and retain this with the original.

6.6 Ensure any photocopied records are annotated as a ‘copy’.

6.7 Ensure that any contaminated records are handled as follows;

1. Place the contaminated documentation in a plastic bag, seal, photocopy and write ‘Original record contaminated’ on each page of the copy. 

2. Retain the copy and discard the original as contaminated waste.
6.8 Correcting  errors
6.8.1 Strike out the error with a single line to ensure the original information remains readable.
6.8.2 Initial and date any corrections or deletions. 

6.8.3 Do NOT use correction fluid, erasers, or adhesive overlays to amend a record.

6.8.4 Where an error is in a table, or work-sheet, and there is no room to correct the error, the following method of correction may be used. Legibly write the correct data in a suitable space on the worksheet, circle this entry, link the circle with a line to the crossed out error, and initial and date the written entry.
7 Authorisation of Records (Signatures)
7.1 Staff members:

7.1.1 It is important for all staff to sign their signature in the same way every time that they sign to ensure traceability of task completion. 
7.1.2 Where records require signatures, to indicate completion of a task, or authorisation of results, there must be a record of the staff signature on the Signature Register. Records may be signed with either a full signature, or with initials only, provided that there is a record of both the full signature and the initials in the Staff Signature Register.
7.1.3 Upon employment all personnel are required to complete the Staff Signature Register.
7.1.4 The Staff Signature Register must be updated when;

· a staff member ceases employment, or 
· if there has been a change of status to the staff member, which would change their signature, for example, marital status, or
· if the Staff Signature Register has been revised and re-versioned.

7.2 External Contractors:

7.2.1 Where contractors are required to provide a record of work performed, for example, cleaning records, there must be a record of the contractor signature to ensure compliance to the code of GMP. It is important to have this record to ensure traceability of task completion. 

7.2.2 The Contractor Signature Register must be completed prior to a contractor performing a task for the first time.

7.2.3 The Contractor Signature Register must be updated when;

· a contractor ceases employment or,

·  if there has been a change of status to the contractor, which would change their signature, for example, marital status, or
· if the contractor signature register has been revised and re-versioned.
8 Security of Records
8.1 All staff must ensure that records to be retained are held in a restricted area, accessible only by authorised staff.

8.2 All staff must ensure that where records are required to be transported or distributed outside of the facility, the records are under the control of authorised persons, and secure from unauthorised tampering.

8.3 Security and integrity of electronic data records are managed in accordance with the following;

· Controls on the levels of access for users to programs and data to prevent unauthorised access

· The installation and updating of anti-virus protection

· Locking of formula fields of records critical to production, 
· to prevent unauthorised modification
9 Storage of Records

9.1 Records must be stored in an environment which protects the records from deterioration and damage. Where records are stored on-site, and the records are critical to production, the storage area must be pest controlled.
9.2 Storage areas must be kept clean and tidy.

9.3 Where records are stored electronically, computer records must be, as a minimum, backed up regularly and must be able to be retrieved easily. 
10 Retention of Records
10.1 The retention period of critical records is a minimum of 20 years as per the current code of GMP.
10.2 Records must not be destroyed without authorisation from the Quality Manager.
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