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risk management 

Policy 

It is (Insert manufacturer name) policy to systemically assess and manage risks associated with biotherapeutic manufacturing. Management of risk is based on a comprehensive understanding of the manufacturing processes and issues that can affect (directly or indirectly) the quality or safety of products manufactured for clinical use.
Purpose

To effectively manage aspects of manufacture that may impact adversely on the final product, in order to:

· ensure product quality and safety
· improve efficiency by focusing on risk based allocation of effort
· promote continuous improvement of manufacturing outcomes. 
Scope

Any aspect of product manufacture that may impact adversely on the final product, including:

· introduction of new equipment into the existing facility

· changes to the existing facility/equipment or operation of the facility/equipment
· changes to manufacturing processes

· introduction of a new product or process. 

These changes, including the introduction of new components (e.g. equipment, product, process) are managed through the compliance management procedure (documented in Quality Management DOC50), which incorporates risk assessment. 

Responsibilities

All employees are responsible for risk identification and reporting, implementing risk control strategies, and identifying and reporting any problems relating to the management of risks.

The Quality Manager is responsible for documentation, monitoring and reporting to the Management Review Committee. 
The Production Manager is responsible for ensuring that all occurrences of defined risks are reported to the Quality Manager and that employees are consulted and informed of all risks and risk control strategies.  
The Quality Manager, Production Manager, Quality Coordinator and Medical Scientist in Charge are responsible for:

· Conducting risk assessment, including risk identification, analysis and evaluation. 
· Initiating preventative actions and introducing control measures to eliminate or reduce risks to the lowest level which is reasonably practicable.
· Reviewing outcomes to ensure management of identified risks is appropriate and control measures implemented are effective.
Definitions

Residual Risk: Risk remaining after protective measures have been taken.

Risk: Probability of the occurrence of harm and the severity of that harm. 

Risk Analysis:  Process to comprehend the nature of risk and to determine the level of risk.

Risk Assessment: Process of completing risk identification, risk analysis and risk evaluation.

Risk Control: Process through which decisions are reached and protective measures are implemented for reducing or maintaining risks within specified levels.

Risk Evaluation: Process of comparing results of risk analysis with risk criteria to determine whether the risk and/or its magnitude is acceptable or tolerable.

Risk Identification: Process of finding, recognising and describing risk.

Risk Management: Systematic application of management policies, procedures, and practices toward analysing evaluation, and controlling risk.

Risk Treatment: Process of identifying the range of options for treating risk, assessing those options, preparing risk management plans and implementing them.
ISK MANAGEMENT PROCEDURE

1. Risk Management Principals  

Risk assessments conducted by (Insert manufacturer name) are based on the following two principals:

· Evaluation of risk should be based on scientific knowledge with the aim of providing a safe product. 

· Level of effort, formality and documentation of the risk management process should be commensurate with the level of risk.

Risk assessment tools include brainstorming, flowcharting and checklists.  
2. Risk Management Process

· The main elements of risk management are risk identification, analysis, evaluation, control and review (as shown in Figure 1). 

· Record the risk management process on the Risk Management Form FORM133.

· The (Insert quality management system name) compliance management module is used to record a summary of the risk management process. Each risk management process must have an associated CM#. It may be a stage in an existing CM or a CM may be initiated specifically for the identified risk. 

· Add a ‘Risk Management Form’ stage to a compliance management report with a risk assessment form.
· Save an electronic copy of the form, in the appropriate year in the Risk Management folder. Name the file with the CM#.
Figure 1:  Risk Management Process
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2.1 Risk Identification
Quality system controls that are in place to support risk identification and assessment include:

· Compliance management (e.g. change control, corrective action, validations, supplier evaluation). 

· Internal audits
· Facility monitoring (e.g. BMS, environmental monitoring) 

· Personnel competency assessments
· Trend analysis, brainstorming, management meetings, laboratory meetings etc.  

Record a description of the risk, potential causes and the associated CM# on the Risk Management Form. 

2.2 Risk Analysis  

· Determine and record the values for the Risk Impact (consequence) from Table 1 and the Risk Likelihood (probability) from Table 2. 
· Multiply the two values (Impact x Likelihood) to calculate the overall risk severity rating (OSR).

 Figure 2:  Graphic Representation of Overall Risk Severity (ORS)
	Likelihood
	Impact

	
	Negligible
	Marginal
	Moderate
	Major
	Catastrophic

	Certain
	5
	10
	15
	20
	25

	Likely
	4
	8
	12
	16
	20

	Possible
	3
	6
	9
	12
	15

	Rare
	2
	4
	6
	8
	10

	Improbable
	1
	2
	3
	4
	5


2.3 Risk Evaluation
· From the OSR determine the actions required (see Table 3).

· ≥20 = Unacceptable risk; significant change required to reduce severity. Where further controls do not decrease the risk rating, the activity should cease.
· 6-19 = Risk mitigation/management control required. Review current controls, assess if further controls are required and implement if necessary. Monitor/schedule follow-up reviews.

· 1-5 = Acceptable risk; no action required 

2.4 Risk Treatments
· Risk treatments are aimed at reducing or controlling the impact and/or likelihood of the risk. 
· If the OSR indicates the risk is not acceptable, identify current control measures and rank control adequacy (Table 4).

· The hierarchy of risk controls, from most to least effective, is:

1. Elimination: remove the hazard or risk (most effective).

2. Substitution: replace the hazard or hazardous work practice with a less hazardous one.

3. Isolation: isolating the hazard, for example using barriers.

4. Engineering: if the hazard cannot be eliminated, substituted or isolated, an engineering control is the next preferred measure e.g. equipment modification. 

5. Administrative: introduce work practices to reduce the risk, e.g. training, limiting exposure time.

6. Personal Protective Equipment (PPE): least effective and should only be considered when other control measures are not practicable, or to increase protection.
· Revise and record the Risk Likelihood and Impact after applying the current control measures. 
· Perform a revised risk analysis and evaluation.

· If the residual risk severity is still not acceptable, assess and implement further controls or cease activity (as per Table 5). The types of additional preventative actions should reflect the residual risk severity level. Record actions taken on the Risk Management Form.
· Revise the Risk Likelihood and Impact under the additional controls and re-evaluate the residual risk. Record on the Risk Management Form (include additional rows to the form, as required).
· If the risk is still not acceptable, consider alternative materials/sources/processes and use a risk benefit approach to justify acceptability.
2.5 Post-control Review
· Where the residual risk was not acceptable and additional controls or changes had to be implemented, schedule follow-up reviews to evaluate the effectiveness of the controls/changes made.  
· All completed Risk Management Forms are be reviewed by management and presented to the Management Review Meeting. 
RISK TABLES
Table 1:  Risk Impact (consequence)

	Rating Value
	Impact
	CLINICAL
	CORPORATE

	
	
	Injuries/Death
	Finance
	Reputation/Image
	Operations

	5
	Catastrophic
	Severe clinical presentation or death may occur
	>$100,000
	High impact within industry, high news profile, TGA license suspension
	Cessation of business for more than a month

	4
	Major
	Patient will be affected; death highly unlikely
	$10,000 - $100,000
	Moderate impact within industry, low local news profile, TGA notification & involvement required
	One week to one month

	3
	Significant
	Patient may notice effect resulting in complaint, but tolerable
	$1,000 - $10,000
	Minor damage within industry and/or critical deficiency recorded by TGA audit
	Two days to one week

	2
	Marginal
	Patient may notice effect
	$100 - $1,000
	Low impact confined within industry and/or recorded deficiency at TGA audit
	½ day to two days

	1
	Negligible
	Patient will not notice effect
	< $100
	Temporary embarrassment confined to other party
	Less than ½ day


Table 2:  Risk Likelihood (probability)
	Rating Value
	Rank
	Description/Frequency

	5
	Certain
	The event is expected to occur frequently – more than once per year 

	4
	Likely
	The event will probably occur at some time – once in 1-3 years

	3
	Possible
	The event could occur at some time – once in 3-5 years

	2
	Rare
	The event may occur at some time –once in 5-10 years

	1
	Improbable
	The event may occur only in exceptional circumstances – less than once in 10 years


Overall Risk Severity (ORS) = Risk Impact (consequence) x Risk Likelihood (probability)
Table 3:  ORS Rating and Actions Required
	Overall Risk Severity
	Action required

	> 20
	Unacceptable
	Immediate action required with management involvement. Where further controls do not decrease the risk rating, the activity should cease. 

	6-19
	Risk Mitigation Required
	Management control required. Review current controls, assess if further controls are required and implement if necessary. Monitor/schedule reviews. 

	1-5
	Acceptable
	Apart from reporting occurrences, no further actions are required.


Table 4:  Detection Table – Adequacy of Controls
	Rank
	Description

	Poor
	There is only a remote chance that the current controls will detect or prevent a potential cause/mechanism and subsequent failure mode

	Reasonable
	There is a good chance that the current controls will detect or prevent a potential cause/mechanism and subsequent failure mode

	Very Good
	Current controls will almost always detect or prevent a potential cause/mechanism and subsequent failure mode


Table 5:  Residual Risk and Actions Required

	Residual Risk
	Action Required

	Unacceptable
	Address immediately. Where further controls do not decrease the risk rating, the activity should cease.

	Risk Mitigation
	Address in the short term. Assess if further controls are required and implement if necessary. Monitor/schedule reviews.

	Acceptable
	No action required apart from reporting occurrences.


records

File the completed Risk Management Forms and relevant documents with the appropriate CM form. 

Embed an electronic copy of the completed Risk Management Form in the CM Properties.
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