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Why conduct a root cause analysis (RCA)?

The cause of a problem/unexpected change is not always evident, especially in complex processes. It can often be hard to distinguish the cause from the symptoms of the problem. Sometimes the obvious cause is only one of many possible causes which all need to be eliminated to ensure that the issue cannot occur again.   

Root Cause Analysis (RCA) is a very popular technique for determining the origins of a problem. It uses a set of tools to provide a comprehensive review of all possibilities to establish:

· what exactly happened (the scope or problem statement)

· why it happened (potential causes and failure modes investigated to determine root cause)

· The most effective may to reduce the likelihood of reoccurrence. 

In an ideal world, all events that led to the problem will be thoroughly documented and the root cause can easily be determined. However, often the root cause is hidden behind a multitude of possible failure modes within a complex process that is not fully traceable. RCA involves a detailed investigation of the patterns of negative effects that have occurred, to find the specific actions that contributed to the problem. It may also require some further investigation to prove or disprove a potential root cause. 

There are 6 stages to RCA, each using different tools. The following sections will outline these 6 stages. 

Stage 1: collect relevant data using 5W2Hs analysis

It is important to collect some basic facts to clearly define the problem and its scope and ensure that the RCA addresses the actual problem and does not get side tracked by peripheral issues which may be revealed by the in-depth nature of RCA. 

	Step
	Description

	1
	Gather together all the Subject Matter Experts (SMEs) and anyone else who can clarify the details of the problem.

	2
	Using a whiteboard or flip chart, document the ‘5W2H’ (who, what, when, where, why, how and how many) as described below. 

Capture as much detail as possible.  

· ‘Who’ - who is initiating the incident?

· ‘What’ - what is affected? What is defective? Describe the defect in detail. What sequence of events leads to the problem? What conditions allow the problem to occur?

· ‘When’ - when was the incident first realized (date and time)? Has a similar incident occurred recently/ within the last 12 months?

· ‘Where’ – physical location (room, area etc.) and geographically; where is the incident specific to? Could this impact other states?

· ‘Why’ - why is the incident happening, if causes are absolutely certain?

· ‘How’ - in what situation did the incident occur; are there contributing factors? How was the incident detected?

· ‘How many’ - how many items are affected? 

	3
	Document all details in a summary report that can be used as evidence of the RCA. 


Stage 2: define the problem statement

Based on the facts gathered in stage 1, it is recommended that a problem ‘statement’ is created so that everyone involved in the RCA has the same definition of the problem in mind. The problem statement should be as specific as possible so that time and resources are efficiently used to solve the central issue.  To create the problem statement, complete the following steps.

	Step
	Description

	1
	Once again, gather together all the SMEs from stage 1.

	2
	Using the output from the ‘5W2H’ analysis in stage 1, write a succinct statement of the problem.

	3
	As part of the problem statement, specify key details which clarify the scope of further investigations. 

For example, if the problem occurred only at a specific time of the day or only on a particular piece of equipment, refer to this time or piece of equipment in the statement to focus the search for root cause.    

	4
	Ensure all the SMEs agree with the problem statement and communicate it to all interested parties.

	5
	Document the problem statement in the summary report. 


Stage 3: identify possible causal factors and modes of failure

During this stage, identify as many causal factors as possible, and record them. Do not just include the obvious causes; also include causes that may have already been ruled out, so that the record shows they have been considered and rejected.  

A useful tool for prompting a thorough review and recording of potential causes, is a fishbone diagram, a type of cause and effect diagram shown in Figure 1. The fishbone has 6 major ‘bones’ which are categorised according to the ‘6 Ms’, namely:

· environMent

· Machinery or equipMent

· human or Man

· Measurement

· Methods

· Materials


Reviewing all the potential causes and failure modes that are linked to the environment, machinery, humans etc. helps to ensure that all sources of potential causes are considered. 

	Step
	Description

	1
	Brainstorm all the possible causes of the problem. Ask “Why does this happen?” As each idea is given, write it as a branch from the appropriate category. Causes and failure modes can be written in several places if they relate to multiple categories.

	2
	Again ask “why does this happen?” about each cause or failure mode. Write sub–causes branching off the causes. Continue to ask “Why?” until you have drilled down asking “why” as many times as possible. This analysis is called the “5 Whys” to illustrate the number of “whys” that may be needed to find the root of the problem. 

	3
	Analyse causes and failure modes and rank them according to which are most likely, so that further investigation and analysis can be focussed on the most plausible causes first.  

	5
	Document the fishbone and ranking of the causes in the summary report. 


Stage 4: confirming the root cause(s) and assessing the risk from potential causes

Now that all potential causes have been recorded and ranked according to the likelihood of being the root cause of the problem, each of the priority causes needs to be explored further to eliminate it from the list and identify the true root cause(s).  Develop a plan of investigation which includes all activities required to confirm the cause/failure mode is or is not a root cause of the problem statement.

There are no specific instructions that can be given for this stage, because each cause will require its own investigation. Some causes will require records to be checked to confirm occurrence, and in extreme cases, a scenario may have to be re-enacted to confirm that the potential cause does have the suspected effect. In some cases, it will not be possible to confirm that the potential cause did occur (maybe because records were not detailed enough, or a deviation from a procedure or a mistake was not recorded) and the cause will have to remain as a ‘potential’ cause. Document all investigations in the summary report.

Even if the cause cannot be verified, it is prudent to implement corrective actions for potential causes which have a high risk rating, namely they:

· present a high severity

· have a high chance of occurring and/or

· are hard to detect.

The risk rating is given by calculating the Risk Profile Number (RPN) = Severity x Occurrence x Detection. Refer to ‘Reference Guide Failure Mode & Effect Analysis (FMEA)’ for more details of the risk rating criteria. 

Stage 5: recommend and plan corrective actions to gain control

There needs to be a planned method of correcting the root causes, so that they can be eliminated or controlled. Create a plan that answers the following questions:
	Step
	Question

	1
	For each root cause, what could be done to prevent the problem from happening again?

	2
	Do the corrective actions eliminate the root cause or at least reduce its risk rating? 

While it may not be possible to eliminate the root cause directly, reducing the severity of the root cause, reducing the occurrence, or even implementing a system to better detect the cause, are all ways of controlling the problem in future. In an ideal word the corrective actions will address all three aspects of the risk. 

	3
	How will the solution(s) be implemented?

	4
	Who will be responsible for the planned actions?

	5
	What resources are required to implement it?

	6
	What is the timeline for implementing the corrective actions? 

Some corrective actions may require a long lag time before they are effective (e.g. updates to procedures will take time to write, review, approve and train on) so ensure these corrective actions are started first.  

	7
	Are there any negative impacts of implementing the corrective actions? 

Suggestion: impact Assessments can be used as a tool to explore possible negative consequences of a change on different parts of a system or Company. An example of a possible negative consequence is as follows: 

‘The process now takes twice as long because a new inspection process has been implemented. As a result, the product is a day closer to its expiry date by the time it reaches the customer, and the customer has less time to use it.’  

	8
	Are there any foreseeable potential failures that could be caused by implementing the corrective action? 

Suggestion: a Failure Mode and Effects Analysis (FMEA) can be used as a tool to identify points where a solution could fail. This will avoid having to perform a RCA in future. Refer to ‘Reference Guide Failure Mode & Effect Analysis (FMEA)’.

	9
	How long will it take for the corrective actions to show their effects? 

A timeline should be set to monitor the effectiveness of the corrective actions along with the criteria for successes e.g. conclude success if the problem does not occur again for 6 months (see next sections for measuring effectiveness). 


The plan should be presented to senior management to ensure that it gets the buy-in, resources and priority required for success.  Also use the plan to communicate with the wider business and ensure that its implementation does not create conflicts or detrimental effects for other areas of the business. Add a copy of the plan to the summary report.

Stage 6: implement and monitor the effectiveness of corrective actions 

Corrective actions must be implemented and controlled using the company’s quality systems, such as recording the changes in change plans, and implementing the changes by updating SOPs and forms via document control.  

While there may be strong evidence to suggest that the corrective actions will be successful, their effectiveness should be confirmed by at least monitoring the occurrence of the problem after the corrective action(s) is implemented. Monitoring activities and their results should be documented in the summary report. 

If the problem occurs again, it is possible that:

· the problem statement was  not defined properly

· not all root causes have been identified

· the root cause was incorrectly identified

· the corrective action(s) was not adequate or appropriate for addressing the root cause.  

In the worst case, the RCA process may need to be repeated. In most cases, if the RCA has been correctly performed and there is a commitment to fully implement the corrective actions, the corrective actions will have lowered the root cause risk rating to the point that the problem does not occur again or is at least detected before it can occur.  
Definitions

	Term/abbreviation
	Definition

	RCA
	Root Cause Analysis

	FMEA
	Failure Mode and Effects Analysis

	Risk Rating 
	The level of severity, occurrence and detection of a cause measured by the RPN 

	RPN
	Risk Profile Number calculated as Severity x Occurrence x Detection (refer to ‘Reference Guide Failure Mode & Effect Analysis (FMEA)’ Appendix B.

	SOP
	Standard Operating Procedure


References
	Document type
	Document title

	SOP
	Reference Guide Failure Mode & Effect Analysis (FMEA)
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FIGURE 1. A FISHBONE DIAGRAM
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